
In today's digital world, cybercriminals 
are using different tactics to get your 
personal account information.

Here are ways to
spot a scam 



Inconsistency in the language used, 
such as poor grammar or spelling, 
could signify fraud. 

Spell check
messages



 

Fraudsters use persuasive language and 
sophisticated tactics to gain trust.

Confirm the credibility of your contact by 
using a different, trusted form of 
communication.  

Verify who
they say they are 



Sometimes, a second pair of eyes can 
help you spot a scam.. Seek advice from 
someone you trust before you react.  

Check the message
with a trusted source



Phrases like “click here now” “free 
gift” or “action required” aren’t 
always what they seem. 

Vet how genuine the message is before 
responding.  

Be cautious of urgent
verifications and free gifts
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